




WHAT SAFER INTERNET LOOKS LIKE IN 

OUR CURRICULUM  
Digital Literacy 

Key Stage One National 

Curriculum Statements  

 

Use technology safely an respectfully, keeping personal 

information private; identify where to go for help and support 

when they have concerns about content or contact on the 

internet or other online technologies.  

  

Recognise common uses of information technology beyond 

school.   

 

Key Stage Two National 

Curriculum Statements  

Use technology safely, respectfully and responsibly; recognise 

acceptable/unacceptable behaviour; identify a range of ways 

to report concerns about content and contact. 

  

Understand computer networks including the internet; how 

they can provide multiple services, such as the world wide 

web; and the opportunities they offer for communication and 

collaboration 

 



IN SCHOOL THIS LOOKS LIKE ….. 

Year 1  ω Children have created their own avatar and understand why it is useful. 

ω Children are beginning to develop an understanding of ownership of work online. 

ω Children can search to find resources. 

ω Children understand what is meant by „technology‟. 

ω Children have considered types of technology used in school and out of school 

ω Children have recorded 4 examples of where technology is used away from school. 

  

Year 2  ω Children can use the search facility to refine searches. 

ω Children are beginning to understand how things can be shared electronically for others to see both on Purple 

Mash and the Internet 

ω Children learn about how to use email within Purple Mash.  

ω Children can open and send an email to a 2Respond character. 

ω Children have discussed their own experiences and understanding of what email is used for. 

ω Children can recall the meaning of key Internet terms. 

ω Children can identify the basic parts of a web search engine search page. 

  

Year 3 ω Children understand what makes a good password for use on the Internet.  

ω Children are beginning to realise the outcomes of not keeping passwords safe. 

ω Children can contribute to a concept map of all the different ways they know that the Internet can help us to 

communicate. 

ω Children have contributed to a class blog about Internet use 

ω Children understand that some information held on websites may not be accurate or true. 

ω Children have accessed and assessed a „spoof‟ website. 

ω Children can list a range of different ways to communicate. 

ω Children can open an email and respond to it. 

ω Children have sent, responded and attached work to emails to other children in the class. 

ω Children know that a computer simulation can represent real and imaginary situations 

  



Year 4 ω Children have planned a range of resources to help parents and children to understand 

online safety.  

ω Children have decided upon key online safety messages as part of a presentation to 

parents.    

ω Children have investigated ways to share this information online. 

ω Children can analyse the contents of a web page for clues about the credibility of the 

information. 

  

Year 5  ω Children know what Childnet SMART CREW is and have used their resources to gain an 

understanding of keeping safe online. 

ω Children know who to tell if they are upset by something that happens online. 

ω Children have made a comic strip to share knowledge about online safety. 

 
 

Year 6  ω Children understand safety aspects of blogging and how blogs like 2Blog can protect 

them from online safety issues that blogs on the Internet do not. 

ω Children know the difference between the World Wide Web and the internet. 

ω Children know about their school network.  

ω Children have researched and found out about Tim Berners-Lee. 

ω Children have considered some of the major changes in technology which have taken 

place during their lifetime and the lifetime of their teacher/another adult. 

  



Open dialogue with your child 

Family agreement 

Consider filtering and blocking software 

Think before you/they post 

Understand the laws 

Privacy settings and reporting 

Save the evidence and report the incident 

Age ratings on apps and games 

Protect their personal information 

Sign up to the 

UK Safer 

Internet Centre 

newsletter at: 

 
saferinternet.org.uk  





SUPPORT AND ADVICE  
After  the recent Online Safety questionnaire we sent out, we wanted to 

follow it up by offering a short presentation with a few helpful tips, 

information, links to guides and support that will help you, help your children 

to stay safe when using the internet on various different devices available at 

home.  

So many devices now have internet access it is hard to keep up 

with how your children are accessing online materials, who they 

are talking to and what they are accessing.  



There are various guides to help you change the parental settings on most popular online sites 
and programs.  

 

Handy Tip –  

Set up different accounts for yourself and your children on shared devices to ensure they are 
not accessing apps, sites etc through your log in details and also reducing their access to 
more age appropriate content.  

Have you/ do you know how to ‘switch on’ online 

privacy settings on all your family’s devices?  

http:// parentzone.org.uk/advice/parent-guides  

Guides are available on 

ParentZone to help understand 

some popular apps, their age 

restrictions and how to change 

settings.  

http://www.connectsafely.org/pdfs/fbparents.pdf
http://parentzone.org.uk/advice/parent-guides
http://parentzone.org.uk/advice/parent-guides
http://parentzone.org.uk/advice/parent-guides
http://parentzone.org.uk/advice/parent-guides


  

 IF YOUR CHILD WAS ACCESSING UNSUITABLE 

WEBSITES, WOULD YOU KNOW WHAT TO DO TO 

PREVENT THIS?  
 To switch off adverts and unwanted pop ups 

while children play on apps put the device 

onto „Airplane Mode‟.  

Ipad restrictions :  

 

https://www.youtube.com/watch?v=_fi6fQUk

lK4  

https://www.youtube.com/watch?v=_fi6fQUklK4
https://www.youtube.com/watch?v=_fi6fQUklK4


 ARE YOUR CHILD’S ONLINE FRIENDS THE SAME 

AS THEIR REAL-LIFE FRIENDS?  
 Do you know how to check on who your child is talking to online?  

Whether you want to track everything your child is doing on line or just to ensure what they 

are able to access is secure and safe, there are apps, guides, programs and apps you 

can invest in.  

https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/online-safety/parental-controls/   

 

 

But is that the best way? 

 
The biggest problem is that using monitoring apps to log your child‟s social media 

use or read their texts might not be the best way to build a trusting relationship. If 

you‟re hoping your child will feel comfortable coming to you for guidance, it‟s 

important that they feel they can trust you – and vice versa. 

 

We should be supporting children in building their own resilience and digital literacy, 

enabling them to make the right and safe choices in life, to know they can ask for 

advice and receive support when needed and to be confident and comfortable in 

discussing their online presence and the friends or people they talk to.  Then they 

will be more likely to confide in the adults in their lives, when something online 

makes them uncomfortable, enabling us to support them before issues are created 

or need reporting.  

 

https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/online-safety/parental-controls/
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 The Big Issues  
 /ƻƳǇƛƭŜ ŀ ƭƛǎǘ ƻŦ ǿŜōǎƛǘŜǎ ǘƘŜȅΩǊŜ ŀƭƭƻǿŜŘ ǘƻ ǾƛǎƛǘΣ ŀƴŘ ƳŀƪŜ ǎǳǊŜ ǘƘŜȅ ƪƴƻǿ ǿƘȅ ǎƻƳŜ ǿŜōǎƛǘŜǎ ŀǊŜ ǎŀŦŜǊ than others.  
 5ƛǎŎǳǎǎ ƻƴƭƛƴŜ ǇǊƛǾŀŎȅ ŀƴŘ ǘƘŜ ƛƴŦƻǊƳŀǘƛƻƴ ǘƘŜȅ ǎƘƻǳƭŘƴΩǘ ǎƘŀǊŜ ŀǎ ǘƘŜȅ ǳǎŜ ǘƘŜ ƛƴǘŜǊƴŜǘ ƛƴŎǊŜŀǎƛƴƎƭȅ ŦƻǊ ƘƻƳŜǿƻǊƪ ŀƴŘ 

socialising.  

The Basics  
 Set parental controls on internet browsers by creating a user account for your child with appropriate settings.  
 /ƘŜŎƪ ƻǳǘ DƻƻƎƭŜΩǎ safesearchkids.org , or KidRex.org for stress-free browsing.  
 Make rules for the length of time they can spend on games consoles, tablets and smartphones, as well as the computer.  

 

Worth Checking  
 hƴƭƛƴŜ ǾƛǊǘǳŀƭ ǿƻǊƭŘǎ ŦƻǊ ŎƘƛƭŘǊŜƴ ƻŦ ǘƘƛǎ ŀƎŜΣ ǎǳŎƘ ŀǎ 5ƛǎƴŜȅΩǎ clubpenguin.com and moshimonsters.com/parents  
 The kind of language and acronyms used by children in chat rooms. Make sure you know what to look out for. Head to 

netlingo.com for help demystifying cryptic teenspeak.  

Talk it Through  
 Discuss the benefits and limitations of using the web to help with homework and other school work.  
 Help your children to understand that they should never give out personal details to online friends - personal 

information includes: 
Átheir messenger id, email address, mobile number and any pictures of themselves, 
 If your child receives spam / junk email & texts, remind them never to believe them. reply to them or use them.  
 Give the reasons behind boundaries, time limits and parental controls, and be prepared to start re-evaluating the 
ǊŜǎǘǊƛŎǘƛƻƴǎ ƛƴ ƭƛƴŜ ǿƛǘƘ ȅƻǳǊ ŎƘƛƭŘΩǎ ƳŀǘǳǊƛǘȅΦ  

 

And FinallyΧΦΦ  
 hǘƘŜǊ ǇŀǊŜƴǘǎ ŀǘ ȅƻǳǊ ŎƘƛƭŘΩǎ ǎŎƘƻƻƭ ŀǊŜ ŀ ǎƻǳǊŎŜ ƻŦ ƛƴŦƻǊƳŀǘƛƻƴΦ /Ƙŀǘ ǘƻ ǘƘŜƳ ŀōƻǳǘ Ƙƻǿ ǘƘŜȅ ƘŜƭǇ ǘƘŜƛǊ ŎƘƛƭŘǊŜƴ 
ƳŀƴŀƎŜ ǘƘŜ ŘƛƎƛǘŀƭ ǿƻǊƭŘΣ ŀƴŘ ƳŀƪŜ ǎǳǊŜ ȅƻǳΩǊŜ ŀƭƭ ƻƴ ǘƘŜ ǎŀƳŜ ǇŀƎŜΦ  

 ¢ŀōƭŜǘǎ ŀƴŘ ƎŀƳŜǎ ŎƻƴǎƻƭŜǎ ǎƘƻǳƭŘƴΩǘ ōŜŎƻƳŜ ŀ ǊŜƎǳƭŀǊ ΨōŀōȅǎƛǘǘŜǊΩΦ  
 Technology will become second nature to your child. Try to stay up to date with new technology, social networks and 

websites. Techmums.co is full of useful information.  

 
 

DO YOU HAVE CLEAR RULES ABOUT WHAT INFORMATION 

YOUR CHILD CAN GIVE OUT ON THE INTERNET?  
 

 

  



IF YOUR CHILD WAS BEING BULLIED ONLINE, 

WOULD YOU KNOW HOW TO RESOLVE THIS?  

Using the CEOP button  

Some organisations use this 

link from their websites, but 

the CEOP button may need 

switching on to be 

accessed. This can be done 

by checking the website 

settings.  

Ages 8-11. Cybercafe 

www.thinkuknow.co.uk/cybercafe  

  

The format has three main messages of How 

to have fun, How to stay in control, How to 

report.  

The other area is an interactive site called 

Cybercafe.  

The Thinkuknow Cybercafé for Key Stage 2 

pupils has been developed by CEOP, 

alongside BECTA and the Internet Proficiency 

Group. It aims to develop a set of safe and 

discriminating behaviours for pupils to adopt 

when using the internet and other 

technologies. 





DO YOU KNOW WHAT YOU SHOULD YOU DO WITH 

UNPLEASANT CONTENT SENT TO YOUR CHILD 

OVER THE INTERNET?  
 

If your child is ever upset by anything online, they can ask or talk to someone who can help.  

CEOP now have their own Youtube Channel which has links 

to some fantastic resources for both parents and young 

people. The content is suitable for a broad age range and 

should be used to discuss the issues and potential dangers 

of using online technologies inappropriately. 

click here to find out more 

http://www.youtube.com/ceop
http://www.youtube.com/ceop
http://www.youtube.com/ceop


DO YOU KNOW WHAT THE SMART ONLINE SAFETY 

RULES ARE? 
 



ARE YOU HAPPY WITH YOUR LEVEL OF ONLINE-

SAFETY KNOWLEDGE?  

Online Safety Support: 

 

Cyber Streetwise – “Find out about easy steps you can take to protect your home or business 

from cyber crime” – https://www.cyberstreetwise.com/ 

 Child Safety Online: A practical guide for parents and carers whose children are using social 

media 

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/490001/

Social_Media_Guidance_UKCCIS_Final_18122015.pdf. 

„The Parents‟ and Carers‟ Guide to the Internet‟, has been created by CEOP to provide a light 

hearted and realistic look at what it takes to be a better online parent. 

https://thinkuknow.co.uk/parents /   

“The Parents Guide to Technology from the UK Safer Internet Centre has been created to answer 

these questions and introduce some of the most popular devices, highlighting the safety 

tools available and empowering parents with the knowledge they need to support their 

children to use these technologies safely and responsibly”. 

http:// www.saferinternet.org.uk/advice-and-resources/parents-and-carers/parents-guide-to-

technology 

https://www.cyberstreetwise.com/
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We are happy to answer questions! 

education@childnet.com 

saferinternetuk 

@UK_SIC 

www.saferinternet.org.uk 

www.childnet.com  



THANK-YOU FOR COMING TO 

TODAYS WORKSHOP 

For further information, please help yourself to the 

hand outs and information packs available or 

follow the links on our website and of course don‟t 

hesitate to ask! 

 


